**لینک آموزش SSH Tunneling در یوتیوب :**

[**https://www.youtube.com/watch?v=yqBHQSN3X9I**](https://www.youtube.com/watch?v=yqBHQSN3X9I)

**مشاهده ورژن ابونتو**

lsb\_release -a

**ایجاد یوزر جدید :**

adduser "name"

**پاک کردن یوزر :**

deluser "name"

**وضعیت فعلی پورت SSH**

grep -i port /etc/ssh/sshd\_config

**آزاد کردن پورت مورد نظر در فایروال**

ufw allow 2727/tcp

**باز کردن فایل کانفیگ و تغییر پورت پیش فرض به پورت دلخواه**

nano /etc/ssh/sshd\_config

**با اضافه کردن دستور زیر میتوانید یوزرهایی که اجازه ارتباط دارند را وارد کنید**

allowUsers "name1" "name2" ...

**ریلود کردن تنظیمات**

systemctl reload sshd

systemctl restart sshd

**ارتباط با سرور با پورت جدید در محیط خط فرمان برای تست نتیجه**

ssh -p 2727 user@localhost

برنامه Windows : **NetMod**

برنامه Android : **Matsuri**

برنامه IOS : **Napsternet-V**